Podvody na senioroch

v oblasti kryptomien

V poslednych rokoch sa Coraz CastejSie objavuji podvody zamerané na seniorov, pri ktorych
podvodnici zneuzivaji neznalost’ modernych technoldgii a slubujt rychle zisky z investicii do
kryptomien. Tieto podvody maji rézne formy, no ciel’ je vzdy rovnaky — vylakat’ od obete
peniaze.

Ako podvodnici postupuju

Podvodnici ¢asto kontaktuju seniorov telefonicky, cez e-mail, socidlne siete alebo falosné
webové stranky, ktoré vyzeraju ako oficidlne investi¢né portaly. ST'ubuju:

o zaruceny a vysoky vynos,

o minimalne riziko,

e pomoc pri registracii a ,,nastaveni Gctu®,

e a Casto sa vydavaju za ,finanénych poradcov® alebo ,zastupcov zniamych
spoloc¢nosti.

Po presvedceni obete ju navedu, aby:

e nainstalovala program na vzdialeny pristup k pocitacu (napr. AnyDesk, TeamViewer),
e alebo priamo zaslala peniaze na tzv. investi¢ny ucet, ktory vSak kontroluje podvodnik.

V mnohych pripadoch obete na zaciatku vidia fale$né zisky na obrazovke, co ich povzbudi k
d’al§im vkladom. Ked’ chcli peniaze vybrat’ spat’, komunikacia sa prerusi — alebo podvodnik
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tvrdi, Ze treba zaplatit’ ,,dait, ,,poplatok za vyber* ¢i ,,overenie identity*.
Varovné signaly

e Niekto vam necakane vola alebo piSe a ponuka investiciu do kryptomien.
e Slubuje rychly zisk bez rizika.

o Ziada osobné tidaje, pristup k po&itatu alebo bankovému tiétu.

e  Webova stranka méa neznamu adresu alebo neobsahuje kontaktné tidaje.

Ako sa chranit’

o Nikdy neposkytujte pristup k pocitacu ani svoje prihlasovacie tidaje cudzej osobe.

e Overujte si investicné spolocnosti — doveryhodné firmy nikdy neoslovuju klientov
nevyziadanymi telefonatmi.

e Ak si nie ste isti, porad’te sa s rodinou alebo bankou.

e Pripodozreni na podvod okamZite kontaktujte policiu.

Preco si seniori ¢astym ciel’om
Podvodnici cielia na seniorov, pretoze ich povazuju za doverCivych a menej skusenych s

modernymi technologiami. Zaroveni vyuzivaji ich tazbu zlepsit finanénu situdciu alebo
pomoct’ rodine.



